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Technical restrictions on access to and re-use of data may result in failures in data markets
and data-driven services markets. is paper examines three new EU data regulations

(the European Health Data Space, the Data Act and the Digital Markets Act) that vary
substantially in mandatory access measures intended to overcome these market failures.
It applies three economic criteria, economies of scope in re-use and in aggregation

of data, and data supply-side failures, to assess the eiency of these regulations in
overcoming market failures and coherence across regulations. Variations might be

justi ed by particular sectoral market conditions. e European Health Data Space
proposal comes close to an ideal data access regime for primary re-use and secondary
pooling of health data. e Data Act opens access to data from tangible products only.

It strengthens the market power of data holders by giving them quasi-ownership rights
over data. It introduces new obstacles to re-use that are likely to minimise its impact.e
Digital Markets Act opens access to market data pools collected by very large gatekeeper
platforms. Some access provisions are vaguely deed. Others facilitate access to data
pools but may risk unwinding the bene ts of data-driven network e ects. ere is scope

for signi cant improvement in these data regulations.
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1Introduction

In 2020the European Commispignlished a new European Stfategg@taomprising series of
reguléoryinterventions in data marketsopean Commission, 20208 resulted in several
horizontal or






data is a yroduct of a service that is already pgériorg@ccess to diteough regulatory
interventiotherefore requireareful attentiom be paid to the economic implicatiaiine supply

side. Similar to the economics of IPR, society requires a balance between exclusive monopolistic ri
for investors amacess anduse rights farsersHowever, a major di erence is that creative

inventions are produced by one party, the innovator, and used by another party with di erent
interestsData on the other hand-gecerated between at least two parties






such as IPR and trade sestetsild be protected but cannot be invoked to withholidthe data

research purposgsrt. 33 84)atents’ privacy is protected by means of anonymised or
pseudonymised access to the(datad4). However, the identity of medical service providers is not
protectedThe EHDS imposes purpose limitations with a list of authorised and unauthorised data
processing due to the sensitive nature of health data. It allows processing for health research,
innovation, policymaking, regulatory and personalised medicingApurésesny party with a

legitimate research purpose can access the data pools. The EHDS only prohibits secondary users
making decisiotisat are detrimental to the welfare of patients, for example use for the calculation of
insuranc@remia, advertising or marketing activities, or the development of harmful products or
servicegArt. 35findings from secondary use come into the public domain because researchers are
required to publish the ndings of their research within 18 months.

3The Data Act: a casegfilkaory failuré®?

Chapters 2 and 3 of the DA taayetecteproducttiata(DA Art. 2 85 and Art 3), data generated by
tangible physical itethat can communicate data outside the product. This is a new data category
that did not exist before in EU data regaladioss far, thei®fe only regulation that makes this
distinctionThs concept gfroducidataemerged rst in2D17European Commission
communicatiofeuropean Commission, 2thlf)advocated private ownershipaights
“machinedata, inspired by Z¢2015), as a meaonsprotect industrial datae proposed

distinction between connected productireendiata is rather arbitrary and conigitad data
doesnot oat in thin akll digital data requaidangiblproductas a physical carrier: a computer to
store and process data, and an andigigaienterface that converts digital data into analogue
mechanical and audiovisual sigrtedse physical carriers may be located in di erenapthces
owned and operated by di erent paftiesDA applies only to physical carriers that are directly
handled by users.

The DA constitutes an attempt by the EU regulator to overcomeamwinopeksticised by

product manufacturerdatalrivenservices markets. These good intentions are enshrined in DA Art
3 81,which grants product udeect and frex-charge access to fineductata. This enables

economies of scope in theseeof data for the purpose of producing competing or complementary
datadriven services. Unfortunately, other DA provisions create obstacles for the exercise of access
rightsand preserve to a great extent the product manufacturer’s monopolistitealdtal over

The original European@ssionDA proposal provided access to all data generated by the use of a
product Tiswassubsequently amendedatd'of the same quality as is available to the data
holdet. The text also distinguishes betieg¢asiored inside the product or on external g2Avers

10 This paper only discusses Chapter 2 of the Data Act, tmdmnsiness-and busingsbusiness data

sharing, and Chapter 3 Obligations for data holders to make data available. Hialsgsetiversiait of

the Data Act of 7 July 2@28¢hwas approved by the European Parliament on 9 November 2023 (European
Parliament, 2023)



Art. 4 81 and 8Rpata transmission from a product to a server is costly. Data holdetrsewdl limit
to data for which they have a private business use. This may excludevdhia tbaithar

parties or society at lakggdern cars for example collect thousands of datatprants
manufacturers only collectss@dbusiness value in a few hunélitbdse. It is not clear if the DA
would grant car users access to all data available inside a car.

The DA restricts user access and portability to raw data only, ie dataulshentiainy

modi cationdr processihf beyond mere conversion of analogue signals into digital formats. This is
unfair because it preversisr access to data that was processed as an explicit part of a purchase
agreement and tkia¢y may have already paidtftre point of sale of the product or subscription to

a related service. This provision boils dowfatdaxtension of IPR on software to the data

outputs of that softwdrét would be equivalent to, for example, Microsoft retaining an exclusive right
overprocessed data thagemerated by Excel worksheets after users put in primary unprocessed
data, and charginsers when they want to transfer the processed Excel data toEhhird party.
contrast with the above



third party, they have to pay again for the sabheedataay want to port product data te a third

party commercial service provider to obtain competing or complementary services from that party.
Although the DA states that users receive the data free of charge, the redlitgpuitities that t

will only want to provide that service if they can charge the user for any additional costs for the
acquisition of the relevant data required to procieceitieat

Empirical evidence on the impthatdgfartypricing rules in car maintenance, where manufacturers

can charge independent maintenance service providers for access to car maintenance data, shows
that itresults ian increase of at leagé&ent in maintenance costs for independent service
providersThat distgrcompetitiowith service providers a liated with the manuféidaggeaerts

and Schonenberger, 20A9plyingRAND pricing equally to all service providers would prevent that
distortionHowever, it would still result in monopolistic market failure in maintenance services.

The unequal treatment of dagarwrators and the assignment of exclusive rights to product
manufacturers and data holders distorts competition and slows down innovation in downstream



locked up in the gatekeeper ecosyidteranderlying problem seems to be that the DA, and the DMA,
do not recogei the welfamnhancing side of network e ects and focus only on the monopolistic
welfaregeducing side. That brings us to the DMA itself.

The DA alsoentions trade secrets in digital’d&tade secrets should not prevent access to data,

other than exceptional circumstances when the product manufacturer could su er extreme harm.
However, theshall be disclosed only where the data holder and the user take measures to preserve
theircon dentiality, in particular regarding third paviieesover, it is up to the trade secret holder to
identify the data that he considers to amotrati secret. It is unclear whatadiatad trade

secrets mean in a digital context. The EU Trade Secrets Directive (Directive (EU) 2016/943) de nes
three conditions for the existence of trade secrets: (a) the information is not known either by the pu
at large or by the experts of the;¢lertbe information has commercial salli¢c) the claimant

has taken steps to keep the information secret. Following these conditions, the trade secret status
market information may vary according to the level of data aggregation. For example, data about a
single sale is not a secret for the seller because the buyer has the same information. Aggregated s.
data, the turnover of a seller, might constitute a trade secret for the seller, though the platform has t
information too. The seller’s market share on a particuiariplatiorio the piaithoperator

only and cannot be a trade secret for the selleratigafforthDatarelated trade secrets will

need to be de ned better

In contrast to the EHDS, the DA focuses on primary data access and portability only, ie the bene ts
from economies of scope in thgeref data. It does not seek to generate economies of scale and
scope in data aggregatiosecondary use in data pooling. The European Commission’s European
Strategy for Dgteuropean Commission, 262@¢s that sectoral data pools will be the subject of
separate policy initiatives. Some of these have already been launched, for example in agriculture a
mobility dafd, though there ae yeno details on data governance proposals for these pools.

4 Accesgo market data pools: the Digital Markets Act

The DMA is rst and foremost a competition policy itisatuseeks to reign in the anti

competitive behaviour of very large platforms that have become dominanbgedeiseepers

network e ects: more users make a platform more intecgsgngsers and therefore attract more

users More users also leave more data traces that enable a platform to improve the quality of user
matching services which, again, attracts more users. Network e ects crowd out ctyphaetitors and °
market towards a single dominant platform. Users then su er from the monopolistic impact of netwc
e ects: reduced choice and increased pragesxceed user bene ts from network.efeet DMA

17 Notably in DA Recital 31 and4n8art
18 See for example Agtia(2023).
19 See https://digisirategy.ec.europa.eu/en/library/coremopeailataspaces-agricultuaedmobility




imposes obligations on gatekeépeestrict their monopolistic behaviour, weaken network e ects
and stimulate competitianludinghrough three data sharing obligations

First, gatekeepers should give business users and end users (consuma@asgsedithe

“data generated by their activities on the plgdfigkanArt. 6 810). That enables economies of scope
in the reise of datdhis obligation is an extension from pelasattabusiness useataof GDPR

rights and from delayed to tiead-acessto personal data

Second, the DMA seeks to level the information playing eld between a vertically integrated
gatekeeper and its business users. Gatekeepers are not allowed to make privileged use of their me
data to compete with business users on their platform (Rréycc8R)only use theda when

they have also madaviailable to business users.

Third, gatekeeper search engines — in practice, Google Search — should share “query, ranking and
data"with competing search endidds 6 811). Search engines collect data on user queries and

clicks on webpage rankings that the search engine delivers in response to a query. Search engines
crawl billions of webpages and select and rank these to respond to queries. By observing user click
on the proposed page rankings, they learn how to better respond. More frequently clicked pages m
up the rankin§ince most queries are rare, climbing the learning curve may be slow. More users usit
the search engine improves data collection and delivers more e cient responses, even to rare
gueries. Better responses, in turn, attract even more usersn ldserdathiven network

e ects explain why a single search engine became dominant.

The rst two obligations su er from lack of clarity about the extent of data dataiggneissed

by their activities on the platform implies access to interaction data with otherpueeessaad

data in the form of platform responses to useFguerkasnple, in atbeamerce platform, user
activities necessarily entail interactions with products and services o ered by sellers. When
gatekeepers should make market data available to competing business users, what level of ne-
grained market data should be made available to whomdrad cowléitionsTd restore a

market information level playing re&dshould clearly go beyond businessouwgénsteraction

data in the platforiwhartens et @1023) suggested that seadeglkee network interaction data

should be su ciertb enable business gserposition themselves more e ciently in a platform
marketplace and compete with vertically integrated sellers. The third obligation for gatekeeper sear
engines to share query @ruks data with competitors is vegatdring antbmprises the search
engine’s entire aggregated dataset, including user query inputs, search engineussgonses and
clicks on these respondanakes the full search engine datavailable to competitors.

Access to user interaction data goes beyond enabling users to bene t from economies of scope in
reuse of data. Network interactiohatdadata pooling dimension across many users. Access to
thisdata gives users access to economies of scale and scope in data aggregation. The DMA thus f
gatekeeper platforms to share the bene ts from network e ects with competitors, thereby levelling
the data playing eld between competitors. By analogy to the terms of data sharing provisions in the






5 Discussion anarclusions

All three EU data regulations discussed in this paper facilitasmnedaesss of data held by
companiesVhile the EHDS puts almost no conditions on access, the DA imposes very stringent
conditions, including payment of a monopolisticathylicense fee to the data holder

becomes a quasimer of the datacase of thipadrty portability, and the prohibitiois®@of the

data to compete with the data holder. The DMA puts no conditions on access to own platform data
natural persons and business Us#rattaches quasielusive ownership rights, somewhat

attenuated bfaif pricing conditiart® search engine data.

Only the EHDS has explicit provisions for data pooling. There are none in the DA. The European S
for Data announced that the creadioth afcess to sectoral data pools will be regulated in separate
and stilte-beannounced policy instruments, outside the DA. Gatekeeper platforms targeted by the
DMA could be considered as market data pools however. In that sense, the DMA regulates access
privately created and very large market data pools. It restricts that access to narrowly de ned users
‘own data, not to the full pool of user interactiOmlyatathe case of marketplace and search

engine datareplatformsinder the obligation to share a mucltbwticert very clearly de ned,

interaction dataset.

All three regulations remain vague, and sometimes inconsistent, about access to processed user d
The EHDS does not distingeisleen raw and processed data; it grants access to all personal health
data. In the DMA, access to marketplace and search engine data also includes access to processe
data. It fudges the question of wheth&€mauasess to thewridata includes processed user

interaction data on the platform. The DA opens access tatheasavailable to the product
manufacturer or data holder, but then backtracks and limits access to raw or “not substantially”
processed data. The EU GDPR was the rst data regulation to restrict personal data access rights t
data “contributebythe data subject. This restriction becomes hard to maintain in the DA when
processed daispart oftheservices related to a product that the uskeadsg paid far the point

of sale or subscription to a service: why shouldtuseganted access rightisat case?

All three regulations frequently assert the primacy of personal data protection rules under the GDP
However, the EHDS and DA also refer to the need to protect trade secrets. Only the DMA does not
to that subject, at least not in the context of mandatory ddtasshaciegr how to de ne trade

secrets in data when datagenerated between two or more parties.

Returning tur initial question, would one EU data regulation instrument be enough, or do we need
many regulations to cover the variety of circumstances in di erefitngectongarison of the

three data regulations showshbe&HDS is an example of aideatlgata regulation that ticks

almost all the boxies maximum economies of scope in prioseane secondary economies of

scale and scope in data podiiogn the point of view of overcomingudatanarket failures, it

would have been a better egestoral regulatagmplate than the Baplying the EHDS template

for primary #&se would have resulted in droppisgpieuous and confusing concept of product
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