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Executive summary

The European Union’s Digital Markets Act (DMA) includes interoperability 

requirements for messaging services but not for personal social networking platforms. �ese 

gatekeeper platforms have seen little increase in competition under the DMA. Interoperability 
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1 Introduction
In 2020, when the European Commission drafted the proposal for the European Union’s 

https://ec.europa.eu/commission/presscorner/detail/en/qanda_20_2349
https://ec.europa.eu/commission/presscorner/detail/en/qanda_20_2349
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traction and therefore the competition that would be bene�cial for users and advertisers is 

limited. An interoperability rule for personal social networks could improve outcomes in this 

respect. 

In contrast to personal social networking, multihoming in the area in which there is 

already an interoperability rule in the DMA – messaging5 – is less costly for consumers 

because their communications are targeted at one or a small group of people. A user can have 

several messaging apps installed and can respond to an alert on any of them. �at response 

goes directly to the person sending the message and is not intended for any other friends. 

�erefore, other friends can use rival messaging apps with no consequence for the cost and 

bene�t of the �rst communication. Multihoming takes the form of installing multiple apps6 on 

a handset and opening the relevant one when the user wishes to communicate with a speci�c 

individual or small group.

�e power of network e�ects makes the dominance of certain personal social network-

ing platforms notably resilient. Users cannot reach their friends on other platforms that 

have broadly the same functionality, even if they actively dislike their experience on the 

entrenched platform (Bursztyn et al, 2023). �e DMA provides users with other rights, such as 

data portability (Article 6, DMA) but this does not help competition among social networks. 

Data portability is not much use if users cannot coordinate their entire networks of friends to 

follow them in moving to a di�erent platform.

Meanwhile, platforms have in some instances tried to erode the network e�ects of other 

platforms, but they succeed only rarely. Google+ failed to overtake Facebook, while Facebook 

purchased Instagram rather than risk being overthrown by it. TikTok has provided the best 

example of successful entry, but its success was helped by being di�erent from the incum-

bent video platform, YouTube. Since then, Meta (Facebook’s owner) has launched the ‘Reels’ 

short video feature on Instagram as an unsuccessful direct response to competitive pressure 

from TikTok7. Despite Elon Musk using Twitter/X as a campaign vehicle and ending content 

moderation, it has only been since the discrete shock of the US election that competitors to X 

have gained traction8.

Because there has been little change over time in the amount of competition for a particu-

lar functionality, network e�ects continue to create and preserve market power across several 

types of social media identi�ed under the DMA. Instagram, Facebook, LinkedIn and TikTok 

have been designated as CPS under the DMA9. All of these platforms are candidates for 

mandatory interoperability. �e fact that WhatsApp has added audiovisual capabilities means 

that it could be described as either social media or messaging – adding to the justi�cations for 

broadening the interoperability mandate. To simplify the exposition, this Policy Brief explores 

the potential implementation of Article 7 interoperability for Facebook – though the same 

could be done for any other social networking CPS10.

5 Or number-independent interpersonal communication services (NI-ICS) in DMA jargon (DMA Article 7).

6 For example, WhatsApp, Facebook Messenger, Snapchat, Telegram, Discord, Signal, Viber and WeChat.

7 Sarah Frier and Brad Stone, ‘Mark Zuckerberg is blowing up Instagram to try and catch TikTok’, Bloomberg, 

25 May 2022, https://www.bloomberg.com/news/features/2022-05-25/facebook-copies-tiktok-app-to-make-

instagram-cool-to-teens.

8 

https://www.bloomberg.com/news/features/2022-05-25/facebook-copies-tiktok-app-to-make-instagram-cool-to-teens
https://www.bloomberg.com/news/features/2022-05-25/facebook-copies-tiktok-app-to-make-instagram-cool-to-teens
https://time.com/6297824/best-twitter-alternatives/
https://time.com/6297824/best-twitter-alternatives/
https://digital-markets-act.ec.europa.eu/gatekeepers_en
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2 What can be done about Facebook?
As a result of network e�ects, the main channels via which many people in the EU collectively 

share experiences are social networks that belong to a publicly traded for-pro�t corporation 

controlled by one man. Instagram and Facebook – owned by Meta – hold a near-monopoly 

in personal social networking. Meta is subject to limited economic regulation (and what it is 

subject to has done little to disrupt its exercise of monopoly power over personal social net-

works) and has been made subject only recently to safety regulation (the EU Digital Services 

Act, Regulation (EU) 2022/2065).

�is situation contrasts starkly with the history of modern communications. For decades, 

the ownership of the main channel for distant social communication was the state-operated 

postal service. Any user or business could access the postal service for the same published 

rates. Beginning around 100 years ago, the telephone network became an important means 

of personal communication. �e telephone networks in most European countries and the 

United States were heavily regulated or state owned, and again had a public tari� accessible 

to any user.

In the 1990s, email began to replace the postal and telephone services, while enabling easy 

simultaneous communication to groups of people. �e governance of the internet is carried 

out through standard-setting organisations and decentralised providers. Internet service 

providers (ISPs) can enter freely, choose any business model they prefer (eg subscription, 

ad-supported or part of a bundle) and deploy spam-�ltering technology on behalf of their 

users. Any ISP that follows the open standard has access to the entire network of ISPs attached 

to the internet.

�e present dominance of societydeploy tan9 (k)1 (s) and h)7.10 -1ervices, while enabling easy 
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and therefore an algorithm promotes content to the top of the feed and sends other content 

to the bottom. In addition, some content may not be shown at all if it violates the rules of the 

platform. �e algorithm can be designed in many ways and users will gain by being able to 

choose among options. Users may also prefer to choose among business models, such as 

advertising-supported versus subscription. Business users will also bene�t from the addi-

tional competition. Advertisers will be able to choose among social networks based on price, 

quality and innovation, if there are alternative social networks on which to advertise.

3 The promise of interoperability
Because the direct network e�ects that characterise social networks are so strong, it is likely 

that only one policy choice will permit competition: interoperability. However, there are two 

ways in which interoperability can be achieved, and this is where the interesting policy choice 

lies. �e options are:

1. Require vertical interoperability. �is would be done by assigning the CPS the task of 

running the infrastructure of social media and allowing third-party curators to compete 

for users and connect ‘on top’ of that underlying network. �e underlying network would 

then deliver content among curators, both third-party and the vertically-integrated 

curator. Other examples of vertical interoperability include operating systems that allow 

software applications to compete for users while each can connect to the same underlying 

platform, and long-distance phone providers that competed for customers, with connec-

tion to local networks for the last mile into the home.

2. Require horizontal interoperability. �e CPS would be required to use open application 

programming interfaces (APIs) that permit competitors to connect to the CPS. APIs enable 

di�erent applications to communicate. Each competitor would build its own network and, 

if that competitor chooses to participate in interoperability, would use the open APIs so 

that its users could reach users on, for example Facebook, and vice versa. Such connec-

tions require the use of existing APIs or creation of new ones to permit standardised 

content to �ow between networks. �e interoperability must be optional for any network 

that does not belong to a gatekeeper, so that entry of a competitor that decides to launch 

an independent social network remains possible. In order to create complete connectivity 

among those choosing interoperability, any participating network that connects with the 

regulated CPS must also connect with all other participating networks (which all use the 

same open APIs). A familiar example is an internet service provider that, by using open 

standards, connects its users to other users on the internet regardless of the other ISP each 

user uses. Similarly, the standards for mobile telephony services allow users to connect 

their phones to individual phone users on other mobile networks. An entering carrier’s 

phones can be used to place a call to any existing carrier’s phones on all their networks.

Under both schemes, all users would bene�t from access to a complete network. At the 

same time, all users could choose between services that o�er di�erent user interfaces, busi-

ness models, curation goals and feed designs. �e di�erence would be that in vertical interop-

erability, all services rely on the incumbent to run the underlying plumbing as a kind of utility 

(see below for discussion of how the cost of this might be borne). With horizontal interoper-

ability, all services run both their own curation and their own infrastructures. A key principle 

would be that no curator would be permitted to monetise users who are not their own.

Either type of interoperability would open the network to the possibility of entry of 

(more) dangerous networks or curators. For this reason, the authority should restrict access 

to the APIs, using a licensing scheme under which networks that want to use the open APIs 
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would be required to demonstrate their safety. �e DMA text can be amended to outline the 

requirements that must be met, and the European Commission can determine the process for 

third parties to become authorised to review and license competitors. �e goal of the license 

regime would be not to restrict entry, but to keep users safe on the network.  

4 Specific recommendations
Several issues should also be addressed in a revised Article 7. Interoperability requires a 

key – like phone numbers and email addresses – that enables users to �nd each other in the 

network and establish a link. A standard-setting body established by the regulator should 

determine a method for ‘�nding friends’ that is e�ective and secure. Leaving the means of 

personal identi�cation for most of the population solely in the hands of a private monopolist 

could create problems. Other existing choices include the identi�cation services of gatekeep-

ers such as Apple and Google. However, users might prefer a method of identi�cation that 

does not belong to a private entity that may gain �nancially from expropriating them at a 

future time.

�e EU could suggest (or require) that each member state establish the ability to verify 

personal identity and issue an e-credential. �is government credential could then be an 

option used by any citizen instead of the privately provided credential – as desired by the 

citizen. �e law would require that social networks accept government credentials if citizens 

prefer them (and should o�er the identical functionality that is available to users of the plat-

form’s credential)11,12  . 

Given the crucial role pseudonymity plays in preserving freedom of speech online, it is 

important that the government credential method of veri�cation should remain optional. 

However, this must be weighed against the interest a platform could have in wanting to run a 

business with a value proposition that consists of interactions between real people. A broad 

system of federated identity providers in which state veri�cation agencies can participate 

might be one way forward. Again, a balance is needed. Users want to be able to explore the 

internet as di�erent personas, but do not want monopoly platforms to hold their identity hos-

https://e-estonia.com/solutions/estonian-e-identity/id-card/
https://e-estonia.com/solutions/estonian-e-identity/id-card/
http://data.europa.eu/eli/reg/2024/1183/oj
http://data.europa.eu/eli/reg/2024/1183/oj
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hate-�lled13. End users who are attracted by that service could choose it, while others could 

stick with the Facebook algorithm and yet others might select a di�erent entrant’s algorithm. 

https://www.humanetech.com/solutions
https://humancompatible.ai/news/2024/01/18/the-prosocial-ranking-challenge-60000-in-prizes-for-better-social-media-algorithms/
https://humancompatible.ai/news/2024/01/18/the-prosocial-ranking-challenge-60000-in-prizes-for-better-social-media-algorithms/
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emphasises activities and friends from each user’s time in the group14. Causes and groups for 

people interested in the environment, politics or athletics could be the basis for a social net-

work to promote their content and activities and to encourage users to make friends within 

the network – all while permitting access to the broader social network as well.

4.1 Vertical interoperability issues
Under vertical interoperability, a host platform, such as Facebook, would continue to bear the 

cost of the basic network and connectivity while maintaining its own operation as a curation 

service. Licensing of competitors would be carried out by the designated third party, with 

the European Commission in the background. �e platform provider – Facebook – would be 

required to provide access to licensed entrants by sharing APIs that allow such entrants to 

connect to the underlying network.

Entrants would have users who need to identify their friends – some of whom will use the 

host platform as their curator, some not – and would then be able to send messages back and 

forth to all their friends, no matter where they are located. Organisations wanting to enter as 

curators would determine a strategy, choose an algorithm (eg prosocial, no political content, 

etc) and apply for a license to gain access to the APIs so they could connect to the underlying 

network.

Once connected, curators would attract their own users and monetise them in whatever 

https://fizz.social/FAQ
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host platform, rival curators who will be connecting to the provider’s network, civil-society 

representatives, experts in algorithms and the regulator. �is standard-setting committee 

must also handle any API modi�cation requests.

�e gatekeeper should be able to request changes to APIs in response to issues including 

technological progress, consumer preference and security threats. However, there is a risk 

that changes desired by Meta or any other social network CPS would be self-serving or strate-

gic. Rivals must be able to comment, and the committee must put the new standards through 

a thorough review process to ensure they do not weaken competition or create new barriers 

for entrants. Public transparency around modi�cation requests would be essential to prevent 

the dominant �rm from gaining hidden advantages. When approved by the standard-setting 

committee, an implementation date can be chosen for API update that gives all parties time 

to adjust.

�e price of access to the network will be a signi�cant regulatory issue. If this is left 



https://www.wi-fi.org/discover-wi-fi/specifications
https://www.bluetooth.com/specifications/specs/core-specification-6-0/
https://www.bluetooth.com/specifications/specs/core-specification-6-0/
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features including channels that allow users to follow people and organisations for regular 

broadcast updates and content.  If a messaging app di�erentiates itself with features like this, 

it becomes more like a social network., 

https://www.nber.org/papers/w31771 
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:52020PC0842&from=en
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:52020PC0842&from=en
https://scholarship.law.unc.edu/cgi/viewcontent.cgi?article=6866&context=nclr
https://scholarship.law.unc.edu/cgi/viewcontent.cgi?article=6866&context=nclr
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3808372
https://www.yalejreg.com/print/equitable-interoperability-the-supertool-of-digital-platform-governance/
https://www.yalejreg.com/print/equitable-interoperability-the-supertool-of-digital-platform-governance/

